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Learning 
 

8 To identify some of the risks of sharing publicly online  

8 To understand some measures that can be taken to stay safe  

8 To understand potential consequences of sharing without 

consent 

8 To understand some of the ways we can protect ourselves 

online against manipulation 

8 To understand the need for strong passwords  

 

Key 
Vocabulary 

Privacy 
settings 

Settings that let you control who 
you share things with (e.g. public or 
friends) 

Online 
sharing 

Things you can share online (e.g. 
pictures, videos or posts) 

consent Allowing (giving permission to) 
someone to do something - e.g. to 
share a picture 

Strong 
password 

A password that is difficult to guess.  
Combines cases, numbers and 
symbols 

Manipulation When someone tries to make you 
do something (e.g. by flattery, 
bribery or threats) 
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Key 
Questions 

 
What are privacy settings and how can they help you stay safe 

online? 

 
When is it okay to share a picture of video of someone online? 

 
Who would you turn to if you found something worrying online? 

 
What is a safe way to respond if someone tries to get you to do 

something you’re not comfortable with? 
 

What makes a good password? 

 
 

 

 


